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Acceptable Use of Technology Policy (AUP)
This policy applies to all students, in all years, including students who may be temporarily visiting or on
fixed-term placements. It applies at all times when using any technology or ICT services provided by the
Academy. This document may be referred to as “Acceptable Use Policy” or “AUP” hereafter.

Student Acceptable Use of Technology Policy

Learning

● I know that Longfield Academy computers, devices (including Chromebooks) and internet access has
been provided to help me with my learning and that other use of technology may not be allowed. If I am
not sure if something is allowed, I will ask a member of staff.

● When accessing any academy systems from home (such as completing homework on my
Chromebook) I will continue to abide by the acceptable use policy.

● I will abide fully by the Academy’s policy on mobile phones and personal devices.

Safe

● I will make sure that my internet use is safe and legal, and I am aware that online actions have offline
consequences.

● I know that my use of Longfield Academy devices and systems can be monitored, at home and at
school, to protect me and to ensure I comply with the acceptable use policy.

● I know that people online are not always who they say they are and that I must always talk to an adult
before meeting any online contacts.

Privacy & Security

● I will keep my passwords private and not disclose them to anybody else.
● I will not allow another person to access or make any use of my account.
● I understand that I will be held accountable for any actions undertaken on my account, and will take all

appropriate steps to ensure access is not possible (e.g. I will not leave the device unattended).
● I will always check my privacy settings are safe and private.
● I will think carefully before I share personal information online and seek advice from an adult.

Responsible

● I will not access, or attempt to access, any other users’ accounts.
● I will not attempt to photograph or in any way record another person without their permission.
● I will not attempt to change other people's files, accounts, or information in any way.
● I will only upload appropriate pictures or videos of others online and when I have permission.
● I know I must respect the Longfield Academy systems and equipment and if I cannot be responsible

then I will lose the right to use them.
● I will not misuse technology to go off-task during lessons, or distract other learners.
● I will not attempt to make any changes to settings on Academy technology.
● I know that use of the Longfield Academy ICT system for personal financial gain, gambling, political

purposes, or advertising is not allowed.
● I understand that the Longfield Academy internet filter is there to protect me, and I will not try to bypass

it or in any way disable its ability to operate.
● I know that Longfield Academy may use enhanced monitoring approaches, such as checking and/or

confiscating personal technologies such as mobile phones and other devices.
● I know that the academy is entitled to sanction any inappropriate conduct inline with the behaviour

policy. I understand that online actions may have offline consequences.
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Kind

● I know that bullying in any form (on and offline) is not tolerated; technology should not be used for any
form of abuse or harassment. I understand that any online bullying will be investigated and sanctioned
in the same way that any offline incidents would be.

● I will not upload or add any images, video, sounds or text that could upset, threaten the safety of or
offend any member of the Longfield Academy community.

● I will always think before I post as text, photos or videos can become public and impossible to delete.
● I will not use technology to be unkind to people.

Legal

● I know cybercrime can be a criminal offence, for example gaining unauthorised access to systems
(‘hacking’) and making, supplying or obtaining malware.

● I know it can be a criminal offence to send threatening and offensive messages.
● I will respect other people’s information and copyright by giving a reference and asking permission

before using images or text from online sources.
● I understand that it may be a criminal offence or breach of the Longfield Academy policy to download

or share inappropriate pictures, videos, or other material online. I also understand that in some
situations, involving the police or other authority may be necessary.

Reliable

● I will always check that any information I use online is reliable and accurate.
● I will not knowingly or deliberately post/share misleading information.
● I know that people I meet online may not be who they say they are. If someone online suggests

meeting up then I will immediately talk to an adult and will always arrange to meet in a public place,
with a trusted adult present.

Report

● If I am aware of anyone trying to misuse technology, I will report it to a member of staff.
● If I know that my account has been compromised, or that anyone else may know my login details, I will

report it immediately.
● I will report any damage to technology immediately.
● I will speak to an adult I trust if something happens to either myself or another student which makes me

feel worried, scared, or uncomfortable.
● I will visit www.childnet.com and www.childline.org.uk to find out more about keeping safe online.
● I have read and talked about these expectations with my parents/carers.

All members of the Longfield Academy community are reminded that any use of technology must be
consistent with both academy and Trust policy and ethos, in addition to being compliant with law.
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Remote Learning Acceptable Use of Technology Policy

The following statements serve to enhance those from the main AUP above, with specific regard to expected
conduct when accessing any remote/online education. For example, in the event that student(s) are working
from home due to COVID-19 related closures, partial closures or isolation.

1. I understand that:
● These expectations are in place to help keep me safe when I am learning at home using any

Longfield Academy provided system, such as Google Classroom, Google Meet etc.
● My use of Longfield Academy systems is monitored to help keep me safe, as per the above AUP

statements.
● My use of my Google account is monitored to help keep me safe and I understand a Google Meet

call may be recorded.

2. Only members of the Longfield Academy community are permitted to access these systems.
● I will only use my Longfield Academy provided email account to access remote learning.
● I will not share my login/password with others.
● I will not share any access links to remote learning sessions with others.
● I will not in any way attempt to give access to my account, or any Longfield Academy systems, to

any other person.

3. When taking part in remote/online learning I will behave as I would in the classroom, and comply with all
of the academy behaviour policies as standard. These include, but are not limited to;
● Following all academy behaviour expectations.
● Using appropriate language at all times.
● Giving the teacher my full attention during the session.
● Not attempting to disrupt the session.
● Following instructions given by the teacher and completing tasks as directed.
● Only joining classes where my attendance is expected.

4. Specifically when taking part in any live sessions, I will:
● Wear appropriate clothing and be in a suitable location.
● Mute my microphone.
● Ensure my video is switched off.
● Press the “raise hand” button if I wish to ask the teacher a question.
● Not taking any screenshots or video recordings of the session.
● Attend the session in full. If for any reason I cannot attend a session in full, I will let my teacher

know.

5. I understand that inappropriate behaviour during remote/online learning will not be tolerated, and will be
sanctioned in line with the academy behaviour policy.

6. If I am concerned about anything that takes place during remote/online learning, I will speak with a
trusted adult (e.g. parent/carer), or contact the academy safeguarding team.
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Students with Special Educational Needs and Disabilities (SEND)

The following statements are specifically tailored to students who have Special Educational Needs and
Disabilities (SEND). These do not replace the intent of the above statements, they instead serve to aid
understanding and access.

Safe

● I use kind words on the internet.
● I keep my information private on the internet.
● I am careful if I share photos online.
● I know that if I do not follow the Longfield Academy rules then I may be sanctioned in-line with the

school behaviour policy.

Meeting

● I tell an adult if I want to talk to people on the internet.
● If I meet someone online, I will tell an adult.

Accepting

● I do not open messages or emails from strangers.
● I check web links to make sure they are safe.

Reliable

● I make good choices on the computer.
● I make good choices on the internet.
● I check the information I see online, in case it is not real.

Tell

● If someone is mean online, then I will not reply. I will save the message and show it to an adult.
● If I see anything online that I do not like, I will tell an adult.
● If something I see online upsets me, I will tell an adult.
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Parent/Carer AUP Acknowledgement

1. I have read and discussed Longfield Academy's acceptable use of technology policy (AUP) with my child
and understand that the AUP will help keep my child safe online.

2. I understand that the AUP applies to my child’s use of Longfield Academy devices and systems on site
and at home including the use of Chromebooks, and personal use where there are safeguarding and/or
behaviour concerns. This may include if online behaviour poses a threat or causes harm to another
student, could have repercussions for the orderly running of the Longfield Academy, if a student is
identifiable as a member of Longfield Academy, or if the behaviour could adversely affect the reputation
of Longfield Academy.

3. I am aware that any use of Longfield Academy devices and systems are appropriately filtered and may
be monitored for safety and security reasons to keep my child safe and to ensure policy compliance.
This monitoring will be proportionate and will take place in accordance with data protection, privacy, and
human rights legislation.

4. I am aware that the Longfield Academy mobile and smart technology policy states that my child cannot
use personal devices and mobile and smart technology on site.

5. I understand that my child needs a safe and appropriate place to access remote/online learning, for
example, if the Longfield Academy is closed in response to Covid-19. I will ensure my child’s access to
remote/online learning is appropriately supervised and any use is in accordance with the remote learning
AUP.

6. I understand that Longfield Academy will take every reasonable precaution, including implementing
appropriate monitoring and filtering systems, to ensure my child is safe when they use Longfield
Academy devices and systems. I understand that the Longfield Academy cannot ultimately be held
responsible for the nature and content of materials accessed online or if my child is using personal
mobile or smart technologies.

7. I and my child are aware of the importance of safe online behaviour and will not deliberately upload or
share any content that could upset, threaten the safety of or offend any member of the Longfield
Academy community, or content that could adversely affect the reputation of Longfield Academy.

8. I understand that Longfield Academy will contact me if they have concerns about any possible breaches
of the AUP or have any concerns about my child’s safety online.

9. I will inform Longfield Academy (for example speaking to a member of staff and/or the Designated
Safeguarding Lead) or other relevant organisations if I have concerns over my child’s or other members
of Longfield Academy community’s safety online.

10. I know that my child will receive online safety education to help them understand the importance of safe
use of technology and the internet.

11. I understand my role and responsibility in supporting Longfield Academy online safety approaches and
safeguarding my child online. I will use parental controls, supervise access and will encourage my child
to adopt safe use of the internet and other technology at home, as appropriate to their age and
understanding.

12. I am aware, and understand, that the Academy may review and alter this policy at any time in the
interests of maintaining a safe environment for learners.
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